Maturity Measures – Configuration Management

The following characterizations of the five maturity levels highlight the primary process changes made at each level: 
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Initial: The process is characterized as ad hoc, and occasionally even chaotic. Few processes are defined, and success depends on individual effort. 

2. Repeatable: Basic processes are established to track cost, schedule, and functionality. Procedural discipline is in place to repeat earlier successes with similar processes. 

3. Defined: Process activities are documented, standardized, and integrated into a standard process for the organization. All Business Units use an approved version of the process. 

4. Managed: Detailed measures of process steps and product quality are collected. Both are quantitatively understood and controlled.

5. Optimizing: Continuous process improvement is enabled by quantitative feedback from the process and from piloting innovative ideas and technologies.

Change Enablers

1. OPS Common Infrastructure

· Provides additional rationale and legitimacy for common methodologies and tools throughout JE

· Widens the scope of consideration to include concerns of additional organizations

2. Year 2000 Readiness

· Possible source of funding

· Enhanced ability to maintain CIs in Y2k readiness state

· Provides sense of urgency to collection of items for narrowly defined goals and objectives regarding date compliance status

· Provides incentive to identify accountability for Y2k readiness 

3. Integrated Justice Project

· Creates venue and expectations of change

· Creates atmosphere of uncertainty

· Creates need for quality Incident and Problem Management processes

4. ITSM

· Improved service management practices necessitate reliable CMDB and CMS

· Improve TCO in organization

Maturity Matrix Analysis

Process
Description
Maturity Req'd
Priority to Enabler
IJITD Current Maturity Level
Comments



OPS
Y2k
IJP
ITSM
OPS
Y2k
IJP
ITSM



4.2.1.1 Identification of Enterprise CIs. Performed annually to move the process to activities with higher higher value added. Scope, breadth, success factors, technology tool opportunities etc are employed.
Inputs include CI Metrics and Client Satisfaction surveys. Outputs include formal reports


4.2.1.1.1 Objectives
Annual process to update and refine CM policy and procedures based upon results of evaluation exercises and Environmental Scans
2
1
2
1
4
1
4
2
4
Techniques similar to business and strategic planning activities, well understood with lots of experience in Government ministries.


4.2.1.1.2 Scope
Terms of Reference, what's in and what's out
3
2
3
3
4
2
5
5
2
Coverage of initial population extremely important given trade-off between need for coverage and ability to do so with available resources.


4.2.1.1.1 review
Review & Tracking Policy
3
2
3
3
3
2
3
3
2
Tools will be available including Dashboard metrics, Discovery and Analysis Tools.


4.2.1.1.1 Schema
Design database schema
3
1
3
2
4
3
4
5
2-3
Need to select best database system at some point. Current development in MS Access to reduce costs and leverage existing product experience.

4.2.1.2 Monitor and Verify the CMDB. System security must be assured. Unauthorized changes must be monitored with appropriate sactions applied to unauthorized alterations. 
Inputs include CI Metrics and client satisfaction surveys. Interfaces occurs with Change Mgmt, Config Mgmt, Incident and Problem Mgmt Tracking Systems. Outputs include CI status summaries and Client Feedback.


4.2.1.2.1 Monitor
Monitor unauthorized Changes through comparison of CI status with dialogue from Incident Analysts
3
2
5
5
5
5
5
5
1
Mature and high importance needed to  enforce unauthorized changes at the Enterrpise level due to potential impact of bad changes


4.2.1.2.2 Verify


4.2.1.2.3 Compare
Incident Analysts verify the integrity of the CMDB in discussion with end-users and distributed resources
4
1
3
4
3
4
1
2
1
Tools provide second chance. More difficult to utilize at OPS level


4.2.1.2.4 Assess
Determine who made the unauthorized change
5
2
3
3
4
4
3
3
3
Optimized process to OPS reflects need to coordinate greater number of diverse platforms and idendify from.a wider spectrum of users.


4.2.1.2.5 Sanctioning


4.2.1.2.6 Escalation
Provide warning of incorrect CI change and escalate to IT Council (or sub-committee) if Repeat Offender
5
2
4
4
2
1
2
3
1
Optimized process to OPS reflects need to coordinate greater heterogeneity in platforms and approaches in Clusters.

4.2.1.3 Control and Maintain the CMDB. The CMDB must be carefully controlled and maintained, otherwise it will quickly prove to be a deterrent to the Organization.
Inputs include CI Metrics, Client satisfaction surveys and RFCs. Interfaces occurs with Change Mgmt, Config Mgmt, Incident and Problem Mgmt Tracking Systems. Outputs to formal reports Client feedback and metrics are provided on CI status.


4.2.1.3.1 DB Maintenance
Maintain individual CMDB and version numbers
3
1
3
3
4
1
2
4
3
Database maintenance and control procedures are well managed within IJITD leveraging experience from other DB developments


4.2.1.3.2 Authorize


4.2.1.3.3 Move
Authorize and Move CI to Definitive Software Library
4
1
5
3
2
1
5
2
3
Current rules & regs around software production release define current level


4.2.1.3.4 CI Relationship Maintenance
Maintain CI Intra-relationships
3
1
5
5
3
5
4
4
1
The relationship and status of CI is of priority to Y2k but, due to its limited life span does not require optimized (ie. managed or optimized processes) 

4.2.1.4 Specify and Report Metrics. Reporting the current infrastructure and its environmental CI relationship provides feedback on processes and provides the CI clients with knowledge on the current configurations and their roles
Inputs include Change Metrics, CI  performance and Client satisfaction survey data. . Interfaces occurs with Change Mgmt, Config Mgmt, Incident and Problem Mgmt Tracking Systems. Outputs to formal reportys, client feedback and altered CI performance metrics.


4.2.1.4.1  Specify Reports
Specify which reports are to be used or developed
2
1
2
2
2
1
2
3
2
.


4.2.1.4.2  Standard Reports
Provide standard and custom reports
4
3
2
3
5
5
2
4
3
Use of web-based, Business Intelligence  tools to assist. Reference FIT system as template for delivery


4.2.1.4.3  Action
Take action based on reported information. 
5
4
3
4
5
5
3
3
3
Action more problematic within OPS due to greater diversity in accommodating clusters. Means need to optimized processes with great urgency.


4.2.1.4.1  Change Schedule
Produce updated Change Schedule
2
1
2
3
4
2
3
3
2


4.2.1.5 Verification. Monthly audit performed by onfig Mgr/Coordinator.
Inputs include Change Metrics, CI  performance and Client satisfaction survey data. . Interfaces occurs with Change Mgmt, Config Mgmt, Incident and Problem Mgmt Tracking Systems. Outputs to formal reportys, client feedback and altered CI performance metrics.


4.2.1.5.1 Compliance Audit
Compare CMDB with external examination of CIs. Given the relatively modest number of Enterprise CIs procedures need not be onerous
4
2
4
3
5
5
4
5
1
The larger the organization involved the greater the need for formalized, optimized methods. Monthly cycling would suggest greater rigour to the procedures. The accuracy of the CMDB should be an immediate priority and the risk ensuent at Enterprise CI levels greater even at the expense of limiting the amount of information retained.

4.2.1.6 Evaluation of Process. Six month feedback loop for continuous improvement. Rview with reference to its' relationship and support of overall Change Mgmt process.
Inputs from Change & Config Mgmt process, Client and process owner feedback and metrics on success rates. Tools include various tracking systems as previously mentioned and outputs include formal reports and recommendations for process improvements as well as new benchmarks and innovations ideas.


4.2.1.6.1 Review
Review and evaluate for continuous improvement
4
1
2
4
2
1
2
3
1



4.2.1.6.2 Action


4.2.1.6.3 Follow-up
Take action based on review process and implement actions proposed
3
1
2
4
2
1
2
3
2


4.2.2.1 Identification of CI Level Configuration Items: Same as Enterprise Level but identification focuses on issues related to local administration and control.
Inputs include CI level metrics and client satisfaction ratings. Tools include tracking systems and their metrics. Outputs include formal reports with metrics on CI status and client feedback.


4.2.2.1.1 Objectives
Define objectives of the CI Configuration Management Process (CMS)
3
1
3
3
3
1
2
5
2
Clearly detailed objectives for CI ownership need to be developed but process does not require optimization.


4.2.2.1.2 Scope
Define Terms of Reference and scope
3
1
3
3
4
1
2
5
3
Terms of Reference important given sensitivity issues around local (BU) autonomy.


4.2.2.1.3 Review
Review and update Tracking Policy 
4
2
3
4
4
2
4
4
2
Policies with regard to local administration of CIs more onerous and problematic given the greater diversity in usage patterns. Consistently applied policies key to avoiding issues of special treatments 


4.2.2.1.4 Assign Ownership
Identify CI level and assign ownership to CIs
4
1
2
4
5
4
3
5
2
As the CI level CMS is an extremely valuable and detailed tool, it requires particular attention on an annual basis to ensure it continues to provide efficient and effective infrastructure management. Identification of ownership key to Incident Management.

4.2.2.2 Monitor and Verify the CMS: There is a greater risk of unauthorized changes due to the number of participants and the need to maintain consistently applied procedures and policies.. CI Coordinator monitors and compares CI status.
Inputs include CI level metrics and client satisfaction ratings. Tools include tracking systems and their metrics. Outputs include formal reports with metrics on CI status and client feedback.


4.2.2.2.1 Monitor
Monitor unauthorized changes
4
2
3
4
5
5
5
5
2
Procedures need to be systematized but not necessarily optimized. Integrity of CIs is of highest priority to all enablers


4.2.2.2.2 Verify
Verify the CI - CMS
4
2
3
4
4
5
5
5
2
Above comment applies


4.2.2.2.3 Compare
Compare CI status. If status doesn't differ result goto to 4.2.2.3 Control and Maintain
3
2
3
4
4
5
5
5
1
Ditto


4.2.2.2.4 Investigate


4.2.2.2.5 Sanction
Determine source of unauthorized change and warn originator. If Offender has no history of offence re-verify to 4.2.2.2.2
4
2
3
4
3
4
3
4
2
Sanctioning slightly less important


4.2.2.2.6 Escalate
Repeat Offences are escalated to IT Council for correction
4
2
3
4
3
3
3
5
1
Action to correct known and repeatable offenders major input to reduce incidence of abuse

4.2.2.3 Control and Maintain the CI - CMS: CI level CMS must be carefully controlled and maintained, otherwise it will quickly prove to be a deterrent to the organization. Hence, standards must be maintained and individual CIs carefully controlled.
Inputs include CI level metrics and client satisfaction ratings. Tools include tracking systems and their metrics. Outputs include formal reports with metrics on CI status and client feedback.


4.2.2.3.1 Maintain CIs
Maintain individual CI level CIs
5
2
3
5
5
2
5
5
2
Maintenance requires optimized procedures and is of highest priority to integrity of CMS.


4.2.2.3.2 Relationship
Maintain relationship between CIs
4
2
3
5
4
3
3
5
1
Relationship between items a major source of altering Y2k readiness status.

4.2.2.4 Report Metrics: Reporting current infrastructure configuration and its environment object relationship is the essence of the CI Level Configuration Management reporting process.
Inputs include CI level metrics and Change performance as well as client satisfaction ratings. Tools include tracking systems and their metrics. Outputs include formal reports with metrics on CI status and client feedback.


4.2.2.4.1 Specify
Specify reports
3
2
3
3
5
2
4
4
2
Designation of key reports important initial indicator of utility of system to business units in charge of CIs


4.2.2.4.2 and .3 Produce/Action
Provide standard and custom reports and take appropriate action
4
2
3
4
5
2
3
3
3
Highest priority to reporting attributed to OPS need to handle diversity of platforms on a continuing basis

4.2.2.5 Configuration Audit: Monthly function performed by Config Mgr/Coorindator on CI level items
Inputs include CI level metrics and client satisfaction ratings. Tools include tracking systems and their metrics. Outputs include formal reports with metrics on CI status and client feedback.


4.2.2.5.1 Audit
Compare CMDB with external examination of CIs. For desktop and software Tools such as SMS and Baseline exist to audit SMS identified devises against CMDB list. This can be used in conjunction with replaced by monthly intensive examination of a sub-set of the CMDB
3
2
3
4
4
5
3
4
3
The larger the organization involved the greater the need for formalized, optimized methods. Monthly cycling would suggest greater rigour to the procedures. The accuracy of the CMDB should be an immediate priority even at the expense of limiting the amount of information retained.

4.2.2.6 Evaluate Process Six month feedback loop for continuous improvement. Rview with reference to its' relationship and support of overall Change Mgmt process.
Inputs from Change & Config Mgmt process, Client and process owner feedback and metrics on success rates. Tools include various tracking systems as previously mentioned and outputs include formal reports and recommendations for process improvements as well as new benchmarks and innovations ideas.


4.2.2.6.1 Review
Review and evaluate process for continuous improvement
4
1
3
4
3
2
2
3
1



4.2.1.6.2 Action


4.2.1.6.3 Follow-up
Take action based on review process and implement actions proposed
4
1
3
4
2
2
2

1


Appendix A

Behavioral Characterization of the Maturity Levels

Maturity Levels 2 through 5 can be characterized through the activities performed by the organization to establish or improve a process, by activities performed on each project, and by the resulting process capability across projects. A behavioral characterization of Level 1 is included to establish a base of comparison for process improvements at higher maturity levels. 

Level 1 - The Initial Level

At the Initial Level, the organization typically does not provide a stable environment for developing and maintaining a process. When an organization lacks sound management practices, the benefits of good management practices are undermined by ineffective planning and reaction-driven commitment systems. 

During a crisis, projects typically abandon planned procedures and revert to old methodologies. Success depends entirely on having an exceptional manager and a seasoned and effective team. Occasionally, capable and forceful managers can withstand the pressures to take shortcuts in processes; but when they leave the project, their stabilizing influence leaves with them. Even a strong process cannot overcome the instability created by the absence of sound management practices. 

The process capability of Level 1 organizations is unpredictable because the process is constantly changed or modified as the work progresses (i.e., the process is ad hoc). Schedules, budgets, functionality, and product quality are generally unpredictable. Performance depends on the capabilities of individuals and varies with their innate skills, knowledge, and motivations. There are few stable processes in evidence, and performance can be predicted only by individual rather than organizational capability. 

Level 2 - The Repeatable Level

At the Repeatable Level, policies for managing a project and procedures to implement those policies are established. Planning and managing new projects is based on experience with similar projects. An objective in achieving Level 2 is to institutionalize effective management processes for projects and activities, which allow organizations to repeat successful practices developed on earlier projects, although the specific processes implemented by the projects may differ. An effective process can be characterized as practiced, documented, enforced, trained, measured, and able to improve. 

Projects in Level 2 organizations have installed basic software management controls. Realistic project commitments are based on the results observed on previous projects and on the requirements of the current project. The software managers for a project track software costs, schedules, and functionality; problems in meeting commitments are identified when they arise. Software requirements and the work products developed to satisfy them are baselined, and their integrity is controlled. Software project standards are defined, and the organization ensures they are faithfully followed. The software project works with its subcontractors, if any, to establish a strong customer-supplier relationship. 

The software process capability of Level 2 organizations can be summarized as disciplined because planning and tracking of the software project is stable and earlier successes can be repeated. The project's process is under the effective control of a project management system, following realistic plans based on the performance of previous projects. 

Level 3 - The Defined Level

At the Defined Level, the standard process for developing and maintaining processes across the organization is documented and processes are integrated into a coherent whole. This standard process is referred to throughout the CMM as the organization's standard process. Processes established at Level 3 are used (and changed, as appropriate) to help managers and technical staff perform more effectively. The organization exploits effective practices when standardizing its processes. There is a group that is responsible for the organization's process. An organization-wide training program is implemented to ensure that the staff and managers have the knowledge and skills required to fulfill their assigned roles. 

Projects tailor the organization's standard process to develop their own defined process, which accounts for the unique characteristics of the project. This tailored process is referred to in the CMM as the project's defined process. A defined process contains a coherent, integrated set of well-defined steps. A well-defined process can be characterized as including readiness criteria, inputs, standards and procedures for performing the work, verification mechanisms (such as peer reviews), outputs, and completion criteria. Because the process is well defined, management has good insight into technical progress on all projects. 

The process capability of Level 3 organizations can be summarized as standard and consistent because both technical and management activities are stable and repeatable. Within established deliverables, cost, schedule, and functionality are under control, and quality is tracked. This process capability is based on a common, organization-wide understanding of the activities, roles, and responsibilities in a defined process. 

Level 4 - The Managed Level

At the Managed Level, the organization sets quantitative quality goals for both deliverables and processes. Productivity and quality are measured for important process activities across all projects as part of an organizational measurement program. An organization-wide process database is used to collect and analyze the data available from the projects' defined processes. Processes are instrumented with well-defined and consistent measurements at Level 4. These measurements establish the quantitative foundation for evaluating the projects' processes and products. 

Projects achieve control over their products and processes by narrowing the variation in their process performance to fall within acceptable quantitative boundaries. Meaningful variations in process performance can be distinguished from random variation (noise), particularly within established product lines. The risks involved in moving up the learning curve of a new area are known and carefully managed. 

The process capability of Level 4 organizations can be summarized as predictable because the process is measured and operates within measurable limits. This level of process capability allows an organization to predict trends in process and product quality within the quantitative bounds of these limits. When these limits are exceeded, action is taken to correct the situation. Products are of predictably high quality. 

Level 5 - The Optimizing Level

At the Optimizing Level, the entire organization is focused on continuous process improvement. The organization has the means to identify weaknesses and strengthen the process proactively, with the goal of preventing the occurrence of defects. Data on the effectiveness of the process is used to perform cost benefit analyses of new technologies and proposed changes to the organization's process. Innovations that exploit "best practices" are identified and transferred throughout the organization. 

Project teams in Level 5 organizations perform "Gap Analysis" to assess root cause. Processes are evaluated to prevent known types of defects from recurring (Problem Analysis), and lessons learned are disseminated to other projects. 

The process capability of Level 5 organizations can be characterized as continuously improving because Level 5 organizations are continuously striving to improve the range of their process capability, thereby improving the process performance of their projects. Improvement occurs both by incremental advancements in the existing process and by innovations using new technologies and methods. 
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